FREE wireless Internet access is available at the Escanaba Public Library during regular business hours. Our Wi-Fi will allow you to connect to the Internet on your own computer. No waiting and no time limits.

Below are some frequently asked questions regarding our wireless network:

What do I need to use the wireless network?
- A laptop or other device with a wireless Internet card that supports the Wi-Fi standard. This standard is also referred to as IEEE802.11 a, b or g.
- Headphones/ear buds if you plan to use audio/visual files.

How do I log on?
- Turn on your computer and connect to the library's wireless network—ESCLIBWIRELESSNEW
- No password is required.

What if I don't know how to configure my equipment or access the network?
- You are responsible for knowing how to configure your own equipment and how to access wireless networks through your own device’s operating system.
- Library staff cannot configure, diagnose or modify a library’s patron’s equipment.

Who can use the wireless Internet network?
- The wireless Internet is unfiltered and so is only available to users who are adults or to minors who are accompanied by a parent or guardian in compliance with Michigan P.A. 212.

Can I print from my laptop?
- Printers are part of the wireless service in the library and are labeled PUBLIC BLACK and PUBLIC COLOR.
- To print, make sure you are connected to the library’s WIFI network (ESCLIBWIRELESSNEW)

Is the library’s wireless network secure?
- Like most other public networks or “hot spots”, the library’s is not secure. Wireless users are responsible for their own security online. The library cannot assure the safety of your data.

How strong is the Wi-Fi signal in the library?
- Signal strength will vary depending on your location in the building. You may need to relocate for optimum signal strength. Speed of the connection is also affected by the numbers of users on the system.

Patrons please note!
Use of the library’s wireless network is at your own risk. The Escanaba Public Library assumes no responsibility for any damages, direct or indirect, arising from the use of the wireless network. The use of anti-virus firewall software and updated patches is highly recommended.
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